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OUR APPS

CyberCamp
Cybersecurity for
all audiences

CyberSecurity

Summer Bootcamp
Specialist training for FCSE,
CERT and Policy Makers

ENISE

The leading event
for the cubsecurity
sector

#cyberwomen
Enhance the role of women
INn the cybersecurity sector

Safer Internet Day

Safe and responsible use of
technology in the field

of minors

CONAN Mobile
Real-time analysis of
security in Android

Hackers vs. Cybercrooks
Learn about security on the
Internet by playing with Sergio

Hackend

Play and learn to detect
cybersecurity breaches
INn companies

YOU HAVE DOUBTS? CALL US

Cybersecurity helpline

for citizens, businesses, minors,

parents and teachers.

FREE AND CONFIDENTIAL.

From 9.00 to 21.00, 365 days a year.

(Spain Only)

% INncibe __

SPANISH NATIONAL CYBERSECURITY INSTITUTE

SPANISH NATIONAL CYBERSECURITY INSTITUTE

Twitter
@incibe
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LinkedIn
@incibe

InStagram
@incibe

Facebook
@incibe

Wil

YouTube
https://www.youtube.com/c/INCIBE
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PROMOTING DIGITAL CONFIDENCE

Oficina » INTERNET
de Seguridad IS SEGURA
dE" Internauta Fo R K I D S

*incibe-cert__
Public services to protect citizens and businesses

O 107.397

Incidents managed
Of which:

72.858 796 E ‘ R‘S i?t.hZ43

...0f citizens and ...o0f strategic
businesses operators RedIRIS
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67.762 886

Number of people Volunteers in the
who participated Cyber volunteers

in 1,750 actions : g_rogrammer:' L
to raise awareness, UCICE el 1E

consciousness and b)f dissemination
training in the actions during 2019:

minor's environment 59,024 people

85.464

Notifications

DETECTION AND PREVENTION to citizens
of the Antibotnet

= \ 1 8.937 \ 506 750.025 Service
— New vulnerabilitie o Security Notifications
- recorded : warnings sent to third parties for

their involvement in the
analysis, mitigation and
iIncident resolution

BREAKDOWN OF INCIDENTS BY CATEGORIES

29.74 % Fraud
29,25 % Vulnerable system
25.47 % Malware

15,11 % IR Others 11.142 7.595 350

Self-diagnostics in the section Visits to Students in

¢ Fraud: unauthorized use of resources using technologies and / or services by unauthorized users, such " , _ " : : o i
as identity theft, violation of intellectual property rights or other economic deception. Do you know your risks? ™ Cyber_'securlty specialist training
of Protect your Company itineraries broken (CERT, Law Enforcement
down by Agencie and

€ Vulnerable system: system failures or deficiencies that may allow a non-legitimate user to access

information or carry out illegal operations remotely.

€ Malware: any piece of software that carries out actions such as data extraction or any other type of

alteration of a system.

REPORT ITTO US

Incidents, vulnerabilities, online fraud, phishing, malwa

re, etc.

business sectors”

Policy Makers) from
53 different countries

s INncibe

SPANISH NATIONAL CYBERSECURITY INSTITUTE

incidencias@incibe-cert.es.
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